Cyber Security Kit

Beste collega,

Wordt een bedrag van **35.000 euro** binnen uw onderneming als een belangrijke som beschouwd? Deze som verloor Sara D., bedrijfsleider **van een Belgische kmo**, door één enkele klik!

Een van haar medewerkers opende helaas een **bijlage besmet met een virus**… De computer werd **volledig versleuteld** waardoor men niet meer aan de bestanden van de onderneming kon, zelfs niet via de back-up. Alles ging **heel snel**: verlies van belangrijke gegevens, vraag om 10.000 bitcoins aan losgeld, klachten van klanten. Een rechtstreekse, werkelijke kost van 35.000 euro.

U overkomt het niet? U beschikt over beveiligde servers en de laatste nieuwe antivirussoftware. Dat dacht Sara D. ook…

Maar hoe zit het met de **menselijke ‘firewall’** van uw onderneming? Uw medewerkers kunnen immers de **zwakste schakel zijn in uw veiligheid**, maar evengoed de **sterkste schakel** wanneer het gaat om beveiliging.

Sensibiliseer hen met de Cyber Security Kit:

* **Doeltreffend** om aanvallen te ontmaskeren
* **Didactisch** om de juiste reflexen aan te nemen
* **Onmisbaar** om snel te waarschuwen en te reageren

Wat bevat deze Kit?

* Een **e-mail** om naar al uw medewerkers te sturen
* Een **postercampagne** voor in uw onderneming
* Een **presentatie** ter ondersteuning van een informatiesessie

U beschikt over dit kant-en-klare materiaal voor de **3** meest voorkomende en meest gevreesde soorten **cyberaanvallen**:

1. Het **hacken van wachtwoorden** waardoor de veiligheid van professionele en privé-accounts op het web in het gedrang komt.
2. **Phishing**waarbij iemands identiteit wordt misbruikt om via e-mail toegang te krijgen tot vertrouwelijke bedrijfsinformatie of bankgegevens.
3. **Social engineering of social hacking** dat misbruik maakt van het vertrouwen van de medewerkers, om op oneerlijke wijze aan belangrijke informatie te geraken of om een geldtransfer te bekomen.

**Download de Cyber Security Kit**

Download de [Cyber Security Kit](https://www.cybersecuritycoalition.be/resource/cyber-security-kit/) gratis op onze site.

**Hebt u begeleiding nodig?**

Schrijf één van uw medewerkers in voor een korte presentatie van de Cyber Security Kit, gevolgd door een vragenronde.

En voor een **snelle doorvoering** in uw onderneming maakt u gebruik van het **roadbook** dat bij de Kit wordt geleverd: een ‘aanvalsplan’ gespreid over **4 weken** dat kan worden gepersonaliseerd in functie van uw middelen en prioriteiten.

**U wilt u als onderneming engageren?**

Word [lid van de Cyber Security Coalition](https://www.cybersecuritycoalition.be/become-member/) om op de hoogte te blijven van de best practices en om cybercriminaliteit in België te helpen bestrijden.

Hebt u een vraag? Wij staan klaar om ze te beantwoorden.

Bescherm uw onderneming voor het te laat is.

Met vriendelijke groeten,

Cyber Security Coalition